
 

 

APMI Principal Officer <principalofficer@apmiindia.org> Jul 7, 2023 at 2:15 PM 
 
Dear APMI Members, 
 
This is further with reference to the email below from SEBI.  

1. SEBI has released a consultation paper titled 'Consolidated Cybersecurity and Cyber 
Resilience Framework (CSCRF) for its regulated entities. 

2. This was released on 4th July'23, for a period of 3 weeks. 
o Proposed, cybersecurity controls in the format of objective, standard and guidelines 

have been mentioned in this Consolidated CSCRF document which is available thru 
this link-
 https://www.sebi.gov.in/sebiweb/home/HomeAction.do?doListing=yes&sid=4&ssid
=38&smid=35 

3. The initial ask, from APMI is to reach out to the PMS Industry and get feedback, views and 
required criteria for this consultation paper. 

4. We submit the same for your responses, which are requested by email 
on principalofficer@apmiindia.org, before Thursday 20th July'23.  

5. The template for submitting your feedback is attached herewith. 

Looking forward to your support in completing this workflow. 
 
Warm Regards, 
Principal Officer 
Association of Portfolio Managers in India 
 
B-121, 10th Floor, WeWork- Enam Sambhav 
G-Block, Bandra Kurla Complex, Mumbai- 400051 
 

---------- Forwarded message --------- 
From: VIKAS KOMERA <vikask@sebi.gov.in> 
Date: Wed, Jul 5, 2023 at 3:32 PM 
Subject: Consultation paper titled 'Consolidated Cybersecurity and Cyber Resilience Framework 
(CSCRF) for SEBI Regulated Entities'-reg. 
To: Arun Shinde 
<arunshinde@amfiindia.com>, rashim.bagga@apmiindia.org <rashim.bagga@apmiindia.org>, 
karthick.babu <karthick.babu@camsonline.com> 
Cc: Arun Shinde <arunshinde@amfiindia.com>, BM Kini <BMKini@amfiindia.com>, Venkatagiri V 
<venkatagiri.v@kfintech.com>, ROHIT SARAF <rohits@sebi.gov.in> 
 

Dear Sir, 
 
SEBI has released a consultation paper titled 'Consolidated Cybersecurity and Cyber Resilience 
Framework (CSCRF) for SEBI Regulated Entities' dated July 04, 2023 from ODs, market intermediaries 
and practitioners for a period of 3 weeks. The link of the same 
is https://www.sebi.gov.in/sebiweb/home/HomeAction.do?doListing=yes&sid=4&ssid=38&smid=35 
 
In this framework, SEBI has proposed cybersecurity controls in the format of objective, standard, and 
guidelines. Also, with respect to guidelines, rather than having a one-size-fits-all approach, a graded 



 

 

approach has been followed for applicability of guidelines based on criteria finalized by respective 
ODs. You are requested to provide required criteria for specified REs, and your views / comments/ 
suggestions / feedback. 
 
Criteria for specified REs and other relevant comments as per the format mentioned in consolidated 
CSCRF documents may be sent across to us by July 13,2023 EOD. Your submissions may also be 
forwarded to cscrf@sebi.gov.in. 

Warm Regards, 

Vikas Komera 

 

 


